
What happens with personal information in Facebook? 

The Norwegian Data Inspectorate has sent a number of questions regarding Facebook`s storage and use of 
personal information to the social network`s headquarter. The questions are forwarded on behalf of the Nordic 
Data Protection Authorities.  

 - We are in an ongoing and constructive dialogue with Facebooks headquarter, says Bjørn Erik Thon, Director 
General of the Norwegian Data Inspectorate. Despite Facebook’s continuous efforts to improve the 
information to its users, it’s not clear to the Data Inspectorate what kind of information Facebook collects and 
to what extent this information is passed on.  

The Inspectorate has therefore, in cooperation with the Nordic Data Protection Authorities, formulated a 
number of questions on how the social networks handle personal information.  The rationale behind this 
initiative is that Data Protection Authorities have a responsibility to inform the network`s Nordic members 
about how their personal information is handled in Facebook. 

Case study on Facebook 
In 2010, the Norwegian Data Inspectorate conducted a case study of Facebook from a privacy point of view. 
The case study resulted in the report "Social Network Services and Privacy". Based on the report, the Nordic 
Data Protection Authorities formulated a series of questions to Facebook. The questions focus on who gain 
access to or collects personal information about Facebook`s members, and also what happens to the collected 
personal data. 

Privacy Settings 
The Nordic Data Protection authorities are also interested to find out more about Facebook`s attitude towards 
its members' privacy settings. This applies to attitudes towards the parts of the platform that Facebook's 
control, and to third party services or applications. How much control does Facebook allow its members to 
have over these settings and to what extent Facebook or third parties are able to change or reset them? 
 
Are IP-addresses passed on? 
The data protections authorities wish to know who has access to personal information and IP addresses. 
Furthermore, they want to know whether this information is passed on to third parties such as advertisers or 
companies that provide services or programs for Facebook's platform. Examples of such companies are 
Zynga.com who is behind Farmville, Pandora - Personalised Music and Rotten Tomatoes - Friend's removal 
request. 

What is stored about non-members? 
Equally important for the Data Protection authorities as member’s personal information, is what information 
Facebook stores about its non-members? Through the "like" button, “Friend-finder” and "the face-recognition" 
applications, Facebook gains access to non-members pictures and e-mail addresses.  If the social network saves 
this information, non-members will have little or no control over this personal information and possible further 
use of it.  
 
Anticipates a response by late August 
The Norwegian Data Inspectorate anticipate Facebook`s reply by end of August. Any further action towards 
Facebook depends on the networks answers. However, the Inspectorate wishes to continue its constructive 
dialogue with Facebook in the future. 

Contact information 
For more information, please contact Director General of the Norwegian Data Inspectorate Bjørn Erik Thon, tel 
+47 22 39 69 01 or mobile +47 99 00 50 90 
 


